


An electronic surveillance application must “be made by a Federal officer in writing upon
oath or affirmation.” § 1804(a).>2 When it is the FBI that seeks to conduct the surveillance, the
Federal officer who makes the application is an FBI agent, who swears to the facts in the
application. The FISC judge makes the required probable cause determination “on the basis of
the facts submitted by the applicant.” § 1805(a)(2) (emphasis added); see also § 1804(c) (a FISC

judge “may require the applicant to furnish such other information as may be necessary to make
the determinations required by” Section 1805) (emphasis added). Those statutory provisions
reflect the reality that, in the first instance, it is the applicant agency that possesses information
relevant to the probable cause determination, as well as the means to potentially acquire
additional information.

Notwithstanding that the FISC assesses probable cause based on information provided by
the applicant, “Congress intended the pre-surveillance judicial warrant procedure” under FISA,
“and particularly the judge’s probable cause findings, to provide an external check on executive
branch decisions to conduct surveillance” in order “to protect the fourth amendment rights of
U.S. persons.”® The FISC’s assessment of probable cause can serve those purposes effectively
only if the applicant agency fully and accurately provides information in its possession that is
material to whether probable cause exists. Accordingly, “the government . . . has a heightened
duty of candor to the [FISC] in ex parte proceedings,” * that is, ones in which the government
does not face an adverse party, such as proceedings on electronic surveillance applications. The
FISC “expects the government to comply with its heightened duty of candor in ex parte

proceedings at all times. Candor is fundamental to this Court’s effective operation . . . .

With that background, the Court turns to how the government handled the four
applications it submitted to conduct electronic surveillance of Mr. Page. The FISC entertained
those applications in October 2016 and January, April, and June 2017. See OIG Report at vi.

On December 9, 2019, the government filed with the FISC public and classified versions
of the OIG Report.® The OIG Report describes in detail the preparation of the four applications
for electronic surveillance of Mr. Page. It documents troubling instances in which FBI personnel
provided information to NSD which was unsupported or contradicted by information in their

2 The application must also be approved by the Attorney General, Deputy Attorney General or, upon
designation, the Assistant Attorney General for National Security (who is the head of NSD) “based upon
his finding that it satisfies the criteria and requirements” of Title I of FISA. §§ 1801(g), 1804(a).

3 Docket No. [Redacted], Order and Mem. Op. issued on Apr. 3, 2007, at 14 (footnotes and internal
quotation marks omitted), available at
https://repository.library. georgetown.edwbitstream/handle/10822/1052774/gid_c_00012.pdf?sequence=

1 &isAllowed=y.

4 Docket No. BR 14-0 Op. and Order i ed on M3 014_at 8 available a
ttps.//repository.library.georgetown.edw/bitstrea andle/10822/1052715/gia 00098 pdf?seque

| &isAllowed=)]

5 Docket No. [Redacted] Mem. Op. and Order issued on Nov. 6, 2015, at 59, available at
: j . georgetown.edwbitstream/handle/10822/1052707/gid ¢ 00121. |

¢ This Order cites the public version of the OIG Report.
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